# Przebieg sprawdzania uprawnień:

W **Tutto\SecurityBundle\Service\SecuritySerbice:**

1. Sprawdzamy czy kontroler został podany,
2. Sprawdzamy czy kontroler jest typu: **'Symfony\Bundle\FrameworkBundle\Controller\Controller',**
3. Sprawdzamy annotacje dla podanej **akcji,**
   1. Jeśli akcja posiada annotacje:
      1. Pobieramy dane aktualnie zalogowanego użytkownika (Nazwa klasy musi implementować interfejs: '**Tutto\SecurityBundle\Entity\Rolable**'). Jeśli użytkownik nie jest zalogowany, żucany jest wyjątek typu: '**Tutto\SecurityBundle\Service\Security\UserNotLoggedException**'
      2. Pobieramy rolę tego użytkownika oraz czy zwraca obiekt typu: '**Tutto\SecurityBundle\Entity\Role**',
      3. Sprawdzamy czy aktualnie zalogowany użytkownik ma odpowiednią rolę, jeśli nie żucamy wyjątek typu: '**Tutto\SecurityBundle\Service\Security\PermissionDeniedException**'
4. Jeśli akcja nie posiada annotacji - sprawdzamy czy annotacje posiada kontroler jeśli nie to rzucamy wyjątek: typu: **SecurityServiceException.**
   1. Przejście do pkt: 3. a).